Secure your Device & Wi-fi Safety Guide

Your devices hold your photos, messages, passwords, and probably your whole life.
Let’s keep them safe — and make hackers work a little harder.

Keep It Updated

Those software updates aren’t just annoying pop-ups — they fix holes hackers love.
Turn on automatic updates so you don’t have to remember.

Lock It Up
Use a PIN, password, fingerprint, or Face ID.
A locked screen keeps wandering eyes and sticky fingers out.

Find My Device = Your Backup Plan

Turn on Find My Device (Apple / Android) so you can locate, lock, or erase it if it disappears.

Be Smart with Wi-Fi

e Avoid public Wi-Fi for anything involving money, passwords, or sensitive info.

e Ifyou must connect, use a VPN (Virtual Private Network) it hides your data like an
invisibility cloak.

e Cellular data is safer than that free café connection.

Stick to Trusted Apps
Only download from official app stores.
Sketchy apps = sketchy results (and sometimes malware).

Back It Up
Use cloud backup or an external drive.
If your device crashes, your memories and files won’t go down with it.
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