Spot the Scams

Scammers don’t take the week off... but you can outsmart them.
From fake prizes to “urgent” bank calls, knowing their tricks is your best defense.

The Scammer Starter Pack

Phishing: The “email from your bank” thatisn’t.
Smishing: The “urgent text” that makes you panic.
Vishing: The “friendly call” that wants your info.

Shopping Scams: Deals that are too good to be true (because they are).

Social Scams: Fake accounts, fake jobs, real trouble.

@&, Spot the Red Flags

Weird sender addresses or phone numbers
“Act now or else!” kind of messages

Misspelled links or sketchy attachments
Requests for money, gift cards, or personal info

When in doubt > hover, pause, and verify.

What To Do If You Think It’s a Scam

Don’treply — delete or hang up

Always confirm using our official contact info
Change your password if you’ve clicked or
shared

Remember

Scammers use urgency to make you react.
Slow down. Breathe. Think before you click.
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